BUSINESS ONLINE BANKING AGREEMENT

This Business Online Banking Agreement, along with the
enrollment form (the “Form”) (altogether the “Agreement”)
sets forth the terms of the Business Online Banking Services
that CalPrivate Bank (the “Bank”) makes available to the
enrolled business as its customer (the “Customer”) through the
Bank’s online system (the “System”). The System can be
used to access only the accounts that Customer has designated
for access by the System in Customer’s Form, or as
subsequently requested by Customer and approved by the
Bank. By clicking “accept” or applying for any service
described herein (a “Service” or “System Service”), Customer
agrees to be bound by these terms. Customer’s use of any
Service will be additional evidence of Customer’s agreement
to these terms.

1. Definitions. The word “User” means Customer’s business
owner. Customer’s business owner is prohibited from sharing
business owner’s log-in credentials with others, including but
not limited to agents, employees, and representatives of
Customer, but the word “User” as used herein shall also mean
any and all individuals Customer or User allows to exercise
control over Customer’s funds through the System. The words
“account” or “accounts” mean the deposit and loan accounts at
the Bank in the name of the business organization authorized
by Bank to use the System pursuant to the terms of this
Agreement. The words “password” or “passwords” mean
password(s) relating to the System assigned to or by
Customer. As used herein, the term “password” includes
Touch ID, Face ID, and any other biometric authentication, if
such biometric authentication is enabled for the System or any
Service.  The term “funds transfers” means electronic
transaction services that the Bank may from time to time make
available to Customer through the System, including, among
other things, Automated Clearing House (“ACH”)
transactions, wire transfers, ATM withdrawals, preauthorized
transactions, point of sale transactions, bill payments, and
transfers to and from the accounts using the System. The term
“payment order” has the definition set forth in the Uniform
Commercial Code, as enacted and amended in the state of
California. The term “instruction” means a payment or
transfer instruction, including a payment order, a request for a
funds transfer, and a request to cancel or amend a funds
transfer or payment order, and any other request or instruction
submitted to the Bank through the System. The terms
“Service” or “System Service” mean the services provided
pursuant to this Agreement. The term “business day” means
Monday through Friday, excluding holidays or any day that all
of the Bank’s branches are closed. All terms and conditions
regarding “Customer’s” use of the System or any Service shall
apply to User’s use of the System or Service. Additional
definitions used in this Agreement are set forth above and
below.

2. Access. To use the System, Customer must have at least
one account at the Bank, access to internet service, and an
email address. These terms and conditions also apply if
Customer is provided access to the System through a

{00465024;v13 }

downloadable app for use on a mobile device or mobile
telephone.  Once the Bank has received all required
documentation, and has verified the designated account
information, the Bank will send Customer, by secure email,
confirmation of acceptance of enrollment, along with
Customer’s assigned log-in ID and temporary password, if
Customer is approved. Customer may add or delete any of the
designated accounts from the System by making a request to
the Bank. The Bank undertakes no obligation to monitor
transactions effected by Customer or User through the System
to determine that such transactions are made and authorized by
Customer. Customer agrees that it may be required to execute
certain other documents or agreements in order to effect one
or several types of funds transfers utilizing the System and
agrees to execute the same as necessary.

3. System Services. Depending upon the Services selected
by Customer and authorized by the Bank, Customer can use
the System to check the balance of accounts, view account
histories, transfer funds between accounts, make stop payment
requests, view checks, deposit checks, and pay bills.
Customer acknowledges that not all of the Services described
herein will be made available to Customer. The availability of
the System Services is subject to rules of operation set from
time to time by the Bank, including posting, balance, and
account activity. The Bank has the right to offer the Services,
or associated equipment or software, through an affiliate or
unrelated third party. The Bank’s ability to provide certain of
the Services is dependent upon its ability to obtain or provide
access to third party vendors and networks. In addition to and
not in limitation of any right of the Bank to cancel Customer’s
access to the Services, in the event any third party service
provider is unavailable or the Bank determines, in its
discretion, that it cannot continue providing any third party
network access, the Bank may discontinue the related service
or may provide the service through an alternate third party,
and the Bank will have no liability for the unavailability of
access. The Bank will not be responsible for any Services
received from third party vendors. In order to provide the
Services through an affiliate or third party, Bank is authorized
to disclose information about accounts and the Services to the
affiliate or third party who provides the service. Customer
agrees to familiarize itself, and to ensure familiarity by its
User, with all user guides, operational rules and policies
established from time to time by the Bank regarding the
System Services, and further agrees that it and its User will
comply with such rules and policies when utilizing the
System. Without limiting the foregoing, Customer
acknowledges and agrees that there may be delays in the
posting of off-System transactional activity on the System
from certain accounts, and Customer shall familiarize itself,
and ensure familiarity by its User, with the Bank’s procedures
for updating account information as shown on the System.

4. Hours of Access. Customer may use the System 7 days a
week, 24 hours a day, although some or all System Services
may not be available during non-business hours or as a result



of emergency or scheduled System maintenance. The Bank
shall provide commercially reasonable notice to Customer on
the System website of any non-emergency extended periods of
non-availability for the System or the System Services.

5. Security and Security Procedures. Customer assumes
sole responsibility for the actions of its User. The Bank
therefore recommends that Customer only allow access to the
System to its business owner. If Customer does not do so, and
if Customer allows access to any other User, whether or not
such User is an employee, this is done at Customer’s own risk
and peril.

For security purposes, Customer shall be required to change
its temporary password provided by the Bank upon
Customer’s initial login to the System. Customer
acknowledges and agrees that: (a) the Bank shall have no
access to Customer’s password; (b) Customer shall be solely
responsible to determine what password will be used by it; and
(c) the identification of such password selected by Customer
shall not be communicated to the Bank. ~ Customer agrees
that the Bank shall be authorized to effect the System Services
upon receipt and verification by the System of the Customer’s
password, and that the Bank is authorized to act on
instructions received upon receipt and verification by the
System of the Customer’s password. Customer shall be solely
responsible for the confidentiality and security of its password
and acknowledges that it is strictly and solely responsible to
establish and maintain commercially reasonable security
procedures to safeguard against unauthorized transmission of
instructions to the Bank, and Customer agrees to change its
password regularly. Upon three unsuccessful attempts to use a
Customer password, Customer’s access to the System will be
disabled, and further access to the System shall be permitted
only upon compliance with established procedures by the
Bank, including the issuance of a new password.

Customer acknowledges the importance of its role in
preventing misuse of the accounts through the System and
agrees to promptly examine all account statements for
accuracy immediately upon receipt. Customer agrees to
protect the confidentiality of its account(s) and account
number(s), and personal identification information.
(Customer acknowledges that certain personal identification
information by itself, or together with information related to
the accounts, may allow unauthorized access to such
accounts.) While data transferred via the System is encrypted
in an effort to provide transmission security, Customer
acknowledges that the internet is inherently unsecure and that
all data transfers, including the System Services, occur openly
on the internet and potentially can be monitored and read by
others. The Bank specifically does not warrant that data
transfers utilizing the System, or email transmitted to and from
the Bank, will not be monitored or read by others.

If Touch ID, Face ID, or any other biometric authentication is
enabled for the System or any Service for Customer,
fingerprints or any other biometric identifying information
stored on User’s device (such as an iPhone) can be used to log
on to the System. To prevent unintended access, Customer
should only enable biometric authentication if User is the only
person who can access his or her device using biometric
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authentication. User must not allow anyone else’s fingerprints
or other biometric identifying information to access his or her
mobile device and, if they do, Customer will be responsible
for any money withdrawn or transferred from Customer’s
accounts by someone using such a device. Customer agrees
that mobile devices will be locked if left unattended and that
Customer will download mobile security software updates
when available.

Customer agrees to change its password on a regular basis, but
no less frequently than every 180 days. Customer agrees to
change its temporary password promptly after it is given
access to the Services for the first time and whenever anyone
who has had access to Customer’s passwords is no longer
employed or authorized by Customer to use the Services. The
Bank may require Customer to change its password at any
time. The Bank may deny access to the Services without prior
notice if the Bank is unable to confirm (to its satisfaction) any
person’s authority to access the Services or if the Bank
believes such action is necessary for security reasons.

Each time Customer, or User, makes a funds transfer or
payment with a Service, Customer warrants that the Bank’s
security procedures are commercially reasonable considering
the Customer’s wishes expressed to the Bank, the Customer’s
circumstances known to the Bank (including the size, type,
and frequency of payment orders the Customer normally
issues to the Bank), any alternative security procedures offered
to the Customer, and security procedures in general use by
customers and banks similarly situated. The Customer agrees
the security procedures provide an appropriate level of
security for the instructions Customer contemplates issuing.
The Customer expressly represents it has not withheld any
information or circumstances from the Bank which would
indicate that different security procedures are appropriate for
this Agreement.

Some of the Bank’s Services allow Customer to set transaction
limitations and establish internal controls. Customer’s failure
to set such limitations and implement such controls increases
Customer’s exposure to, and responsibility for, unauthorized
transactions. Customer agrees to be bound by any funds
transfer or payment order the Bank receives through the
Services, even if the order is not authorized by Customer, if it
includes Customer’s password or is otherwise processed by
the Bank in accordance with its security procedures.

If a funds transfer or payment order received by Bank was in
fact transmitted or authorized by Customer, Customer is
bound by such instruction whether or not Bank complied with
the security procedure with respect to that instruction, whether
or not an error in the instruction would have been detected if
Bank had complied with such procedure.

6. Computer and Software. Customer is responsible for
the installation, maintenance, and operation of its computer
and browser software and that of its User. Customer is
required to keep its virus protection, malware and other
standard system protection, and that of its User, current.
Customer assumes all risk of error, failure, incompatibility,
non-performance, including the risk that Customer and its
User do not operate Customer’s and/or User’s computer or
software properly. The Bank assumes no responsibility for the



defects or incompatibility of any computers or software that
Customer uses in connection with the Services, even if the
Bank has previously approved their use. The Bank is not
responsible for any errors or failures from any malfunction of
the computer or software of Customer or User. The Bank has
no liability to Customer or User for any damage or other loss,
direct or consequential, which it or they may suffer or incur by
reason of Customer’s and/or User’s use of Customer’s and/or
User’s computer or software. THE BANK MAKES NO
WARRANTY TO CUSTOMER REGARDING THE
COMPUTER OR SOFTWARE OF CUSTOMER OR
USER, INCLUDING ANY WARRANTY OF
MERCHANTABILITY OR FITNESS FOR A
PARTICULAR PURPOSE.

7. Fees and Charges. Customer agrees to pay the fees and
charges for the use of System Services as set forth on any
schedule relating to this Agreement. Customer agrees that all
such fees and charges will be deducted at statement cycle from
Customer’s checking account designated as the first checking
account on Customer’s Form (the “Primary Checking
Account”). If Customer closes its Primary Checking Account,
the Bank may deduct all fees and charges from any other
Customer account (whether or not such account is designated
in the Form for use with the System) until Customer
designates another account as its Primary Checking Account.
Customer agrees to pay any additional charges for services
Customer requests that are not covered by this Agreement.
Customer acknowledges that it shall be separately responsible
for telephone and internet service fees and data processing
charges payable to third parties incurred by Customer in
connection with Customer’s use of the System. In addition to
the Service fees, Customer agrees to pay for all taxes, tariffs
and assessments levied or imposed by any government agency
in connection with the Services, this Agreement, and/or the
software or equipment made available to Customer (excluding
any income tax payable by the Bank).

8. Accounts. Customer’s Form may list certain accounts
that Customer wishes to access with the Services. Customer
will need to designate certain accounts for specific purposes in
connection with some of the Services. If Customer links more
than one checking account to the Bank’s Bill Pay Services, for
example, Customer will need to specify the account from
which the transfers should be made. Customer may not link
accounts with non-identical ownership for use with the
System. Customer represents and warrants that the linked
accounts are owned entirely by Customer and that no linked
account is used primarily for personal, family, or household
purposes. In addition to, and not in limitation of, any other
indemnity obligations set forth herein, Customer agrees to
indemnify, defend and hold the Bank harmless from every
claim, action, proceeding, loss, expense (including attorneys’
fees), damage and liability arising from or related to actions
taken or omitted by the Bank in reasonable reliance upon the
representations and warranties set forth in this Section 8.

9. Passwords. Customer understands and agrees that
providing its password to persons not otherwise authorized to
sign and conduct transactions on one or more deposit accounts
set up on the Service will result in change in signing authority
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on each deposit account set on the Service. Transactions
initiated in accordance with the Bank’s requirements for a
Service using passwords are deemed authorized
notwithstanding the signing authority otherwise stated in the
deposit account agreement or applicable signature card.
Customer is responsible to ensure that Customer’s passwords
and any other security items are known only to and used only
by the person or persons Customer intends to be properly
authorized to access and use a Service. FAILURE TO
PROTECT PASSWORDS AND ANY OTHER
SECURITY ITEMS MAY ALLOW AN
UNAUTHORIZED PARTY ACCESS TO THE
ACCOUNTS AND THE BANK’S ACCOUNT
INFORMATION AND ENABLE THAT PARTY TO
CONDUCT TRANSACTIONS ON THE ACCOUNTS.
CUSTOMER ASSUMES THE RISK OF
UNAUTHORIZED USE OF PASSWORDS AND ANY
OTHER SECURITY ITEMS. CUSTOMER IS
RESPONSIBLE FOR THE ACTS OF USER AND
CUSTOMER ASSUMES THE RISK OF LOSS FOR ALL
SUCH ACTS. If Customer designates an account that
requires more than one signature for the withdrawal or transfer
of funds, Customer agrees that the Bank may act upon any
Service instruction that is accompanied by the password for
that account and the Service in question. Note: This may
mean that the Bank will act upon the instruction of only ONE
person even though the signature card for the account in
question requires two or more signatures on checks. As long
as an instruction is accompanied by the designated password,
the transaction will be deemed authorized by Customer.

10. Information Processing and Reporting. The Bank
offers a number of Services that require the Bank to receive,
process, and report information involving the accounts and
transactions. The Bank will not be responsible for
determining the accuracy, timeliness, or completeness of any
information that Customer or others provide to the Bank. The
Bank will not have a duty to interpret the content of any data
transmitted to the Bank, except to the limited extent set forth
in this Agreement. Unless otherwise agreed in writing, the
Bank will not be required (by means of any security procedure
or otherwise) to detect errors in the transmission or content of
any information the Bank receives from Customer, User, or
third parties.

a. Information Customer Provides to the Bank.
Customer assumes the sole responsibility for providing the
Bank with complete and accurate information in the form and
format that the Bank requires. The Bank is not responsible for
confirming such information, or for monitoring or refusing to
process duplicate instructions by Customer, User, or any other
agents, representatives, or employees. For example, if
Customer gives the Bank a payment instruction that is
incorrect in any way, Customer agrees that the Bank may
charge the designated account for the payment whether or not
the error could have been detected by the Bank. The Bank is
not obligated to detect errors in Customer’s or User’s
instructions.

b. Customer’s Instructions. Customer, and User, must
accurately describe transaction beneficiaries, intermediary




financial institutions, and the beneficiary’s financial institution
in funds transfer and payment instructions. If Customer or
User describes any beneficiary or institution inconsistently by
name and number, the Bank may process the transaction
solely on the basis of the number, even if the number
identifies a person or entity different from the named
beneficiary or institution. Customer agrees to supply the
Bank, upon demand, any other information that the Bank may
reasonably request, including, but not limited to, money
amounts, accounts to be affected, date of transfers,
supplemental instructions, and further evidence of User’s
authority to transfer funds or to do any other act contemplated
under is Agreement. Customer represents and warrants that
any transaction contemplated by this Agreement will not be in
violation of state or federal law and that all formalities will be
followed with respect to each transfer of funds, including but
not limited to, proper authorization of individual transactions
and any record keeping requirements with respect thereto.

c. Customer’s Review. Customer acknowledges that it

is not possible for the Services to be totally free from operator,
programming, or equipment error, and that errors in
processing and compiling data may occasionally occur (e.g.,
due to the failure of others to provide accurate information,
telecommunication failures, or a breakdown in an electronic
data interchange). As such, Customer agrees to review and
verify all results and to maintain adequate controls for
ensuring both the accuracy of data transmissions and the
detection of errors. Unless otherwise required by law, the
Bank’s sole responsibility for any reporting errors caused by
the Bank will be to reprocess the information for the period in
question and to provide corrected reports at the Bank’s own
expense. Customer agrees to maintain adequate backup files
of the data Customer, or User, submits for a reasonable period
of time in order to facilitate any needed reconstruction of
Customer’s transactions (e.g., in the event of a
telecommunication failure). If the Bank is unable to provide a
Service for any reason, the Bank will promptly inform
Customer of the problem and will take reasonable steps to
resume processing.
11. Amending/Canceling a Transaction.  Unless this
Agreement or Customer’s user guide for the Service provides
otherwise, Customer does not have a right to cancel or amend
an instruction once the Bank has received it. If the Bank
attempts to reverse a transaction at Customer’s request, the
Bank assumes no liability for any interest or losses that result
if the reversal is not effected. Requests to cancel a transaction
must state the exact amount (dollars and cents) of the
transaction Customer wishes to stop. In addition to, and not in
limitation of, any other indemnity obligations set forth herein,
Customer agrees to indemnify, defend, hold harmless, and
reimburse the Bank for all expenses, losses, claims, actions,
proceedings, and damages the Bank incurs in effecting or
attempting to effect any reversal. Customer is solely
responsible for providing notice to the receiver/beneficiary
that a reversal is being transmitted and the reason for the
reversal no later than the settlement date of the reversing
entry.
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12. The Bank’s Rejection of Transactions. The Bank may
refuse any funds transfer, payment order, or instruction
without cause or prior notice. All specific examples of the
Bank’s right to refuse described herein are by way of
illustration and not by way of limitation of the right set forth
in this Section 12.

13. Notice of Returned Payments or Transfers. The Bank
may notify Customer electronically, in writing, by telephone,
or otherwise if any funds transfer is rejected or returned for
any reason. The Bank will not be obligated to credit an
account with any interest, unless the return is caused by the
Bank’s failure to properly execute Customer’s instruction.

14. Unauthorized Transactions. The Bank may process any
instruction (including an amendment or cancellation
instruction) that the Bank believes is transmitted or authorized
by Customer if the Bank acts in compliance with the security
procedures Customer and the Bank have agreed upon for the
Service. The instructions will be deemed effective as if made
by Customer, and Customer will be obligated to pay the Bank
in the amount of such transactions, even though they are not
transmitted or authorized by Customer. The Bank may elect
to verify the authenticity or content of any instruction by
placing a call to any authorized signer on an account or any
other person designated by Customer for that purpose but the
Bank is not required to do so. If the Bank is unable to verify
an instruction to its satisfaction, or the Bank believes in good
faith that such instruction violates a federal, state, or local law,
regulation, or court instruction, the Bank may reject the
instruction.

15. Transaction Limits and Safeguards. Customer agrees
not to exceed the Service transaction limits the Bank
establishes from time to time for accounts. Customer agrees
that it will not allow anyone, including User, to initiate
instructions, or use any Service, on its behalf without proper
supervision and adequate safeguards, and that Customer will
review pending instructions prior to their submission to the
Bank to ensure that they are complete, accurate, and properly
authorized.

16. Email.

a. Use of Email. Customer must not use the CalPrivate
Bank Online email function for communication that is time
sensitive, such as placing stop payment orders, making fund
transfers, reporting lost or stolen debit or credit cards or
checks, or reporting an error on an account. If Customer sends
the Bank a message using email, the Bank will receive it by
the following business day. Customer agrees that the Bank
may take a reasonable period of time to act on any message.

b. Email Not Secure. FEmail transmissions are not
secure. The Bank recommends that Customer not send the
Bank or ask for sensitive information via any general or public
email system.

c. Response by Email. Customer agrees that the Bank
may respond to Customer by email with regard to any non-
confidential matter related to CalPrivate Bank Online services
or secure email for sensitive data. Any such message the Bank
sends to Customer shall be considered received within three
days of the date sent, regardless of whether Customer checks
email messages within that time frame.




17. Cut-Off Hours. A number of Services are subject to
processing cut-off hours. All times are Pacific Time:

Bill Pay 1:00 PM
Mobile Deposit 5:00 PM
Internal Transfers 6:30 PM
Stop Payments 6:30 PM

18. Limitation of Liability. Except as otherwise expressly
stated in this Agreement or required by a provision of law
which displaces this Agreement:

a. The Bank will be deemed to have exercised ordinary
care if its action or failure to act has been in conformity with
this Agreement and Bank will be liable to Customer only for
damages arising directly from the Bank’s intentional
misconduct or gross negligence in the performance of the
Services.

b. The Bank will not be responsible for any loss, delay,
cost, or liability which arises, directly or indirectly, in whole
or in part, from: (a) Customer’s or User’s actions or
omissions, or those of third parties that are not within the
Bank’s immediate and reasonable control (including but not
limited to a provider of a network necessary to provide a
Service); (b) Customer’s or User’s negligence or breach of any
agreement with the Bank; (c) any ambiguity, inaccuracy,
untimeliness, or omission in any instruction or information
provided to the Bank; (d) any error, failure, or delay in the
transmission or delivery of data, records, or items due to a
breakdown in any computer or communications facility; (e)
the Bank’s reasonable belief that compliance with an
instruction would result in the Bank’s having violated any
provision of any present or future risk control program of the
Federal Reserve or any rule or regulation of any other
governmental regulatory authority or self-regulating body
such as NACHA; (f) accidents, strikes, labor disputes, civil
unrest, fire, flood, water damage (e.g., from fire suppression
systems), or acts of God; (g) causes beyond the Bank’s
reasonable control; (h) the application of any government or
funds-transfer system rule, guideline, policy, or regulation; (i)
the lack of available funds in an account to complete a
transaction; (j) the Bank’s inability to confirm to its
satisfaction the authority of any person to act on Customer’s
behalf; or (k) Customer’s or User’s failure to follow any
applicable software manufacturer’s recommendations or the
Bank’s or any third party vendor’s Service instructions. There
may be other exceptions to the Bank’s liability, as stated in
Customer’s deposit agreement or other agreements with the
Bank.

c. IN NO EVENT SHALL EITHER PARTY BE
LIABLE TO THE OTHER PARTY FOR
CONSEQUENTIAL, SPECIAL, OR INDIRECT LOSSES
OR DAMAGES WHICH THE OTHER PARTY INCURS
OR SUFFERS BY REASON OF THIS AGREEMENT OR
THE SERVICES PROVIDED UNDER THIS
AGREEMENT. THIS LIMITATION SHALL APPLY
WHETHER OR NOT THE LIKELIHOOD OF SUCH
LOSSES OR DAMAGES WAS KNOWN BY EITHER
PARTY.

d. The Bank’s liability and Customer’s remedy for
actual costs and losses resulting from the Bank’s actions
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and/or omissions, whether the claim is in contract or tort, will
not exceed the monthly charge for the Service(s) in question
for the six (6) months immediately preceding the cost or loss.
Any liability which the Bank may have for loss of interest for
an error or delay in performing its obligations pursuant to this
Agreement shall be calculated by using a rate equal to the
average Federal Funds rate of the Federal Reserve Financial
Institution of California for the period involved, less any
applicable reserve requirements. Any claim, action, or
proceeding by Customer to enforce the terms of this
Agreement or to recover for any Service-related loss must be
commenced within one year from the date that the event
giving rise to the claim, action, or proceeding first occurs.
Customer agrees to cooperate with the Bank in any loss
recovery efforts the Bank undertakes to reduce any loss or
liability that arises in connection with the Services. Customer
acknowledges that the Bank’s Service fees have been
established in contemplation of: (a) these limitations on the
Bank’s liability; (b) Customer’s agreement to review
statements, confirmations, and notices promptly and to notify
the Bank immediately of any discrepancies or problems; and
(c) Customer’s agreement to assist the Bank in any loss
recovery effort.

19. Indemnification. Customer agrees to indemnify, defend,
and hold the Bank, its parent company, affiliates and
subsidiaries, and its respective directors, officers, employees,
and agents, harmless from and against any claim, damage,
loss, liability, and cost (including, without limitation,
attorneys’ fees) of any kind which results directly or
indirectly, in whole or in part, from: (a) the Bank’s actions or
omissions, if they are in accordance with Customer’s and/or
its User’s instructions or the terms of this Agreement; (b) the
actions or omissions of Customer, its User, or any other
agents, representatives, or employees; or (¢) any breach of the
agreements, representations, or warranties of the Customer
contained in this Agreement. These indemnification
requirements are in addition to, and not in limitation of, any
other indemnification provisions here, including but not
limited to Service-specific indemnification obligations.

20. Arbitration. At Customer’s or Bank’s request, any claim
or controversy that arises out of or relates to this Agreement or
the Services will be submitted to arbitration in San Diego
County, California in accordance with the Commercial
Arbitration Rules of the American Arbitration Association.
Any arbitrator chosen to preside over the dispute must be a
member of the California State Bar either actively engaged in
the practice of law or a retired member of the California state
or federal judiciary, and, unless otherwise agreed in writing,
must have expertise in the process of deciding disputes in the
deposit account and/or internet banking services context. Any
party who fails to submit to binding arbitration following a
lawful demand of the opposing party shall bear all costs and
expenses, including reasonable attorney fees, incurred by the
opposing party in compelling arbitration.

21. Statements and Notices. Information on transfers to or
from the accounts will be reflected on the periodic statements
and will be available on-line. The Bank is not required to



provide Customer with any other notice of the receipt,
transmittal, or debiting of transfers or bill payments.

Customer agrees to notify the Bank immediately if Customer
discovers: (a) any error or discrepancy between Customer’s
records and the information the Bank provides to Customer
about its accounts or transactions (e.g., in a statement,
confirmation, or electronic report); (b) unauthorized
transactions involving any account; (c) a breach in the
confidentiality of the password(s) or the user guide for any
Service; or (d) other problems related to the Services. Unless
another timeframe is specifically provided for in this
Agreement, Customer must send the Bank a written notice of
any discrepancy or other problem, including a statement of the
relevant facts, within a reasonable time (not to exceed 15 days
from the date Customer first discovers the problem or receives
information reflecting the problem, whichever occurs first). If
Customer fails to notify the Bank within 15 days, Customer
agrees that, in addition to any other limitations on the Bank’s
liability: (a) in the case of an erroneous funds transfer,
Customer will be liable for all losses up to the amount thereof
(as well as any loss of interest), that result from Customer’s
failure to give the Bank such notice or that might have been
prevented by Customer giving the Bank such notice; and (b) in
the case of an unauthorized funds transfer, the Bank will not
be liable for any loss of interest that results from Customer’s
failure to give the Bank such notice or which might have been
prevented by Customer giving the Bank such notice.

22. Customer Records. This Agreement and the Services
are not intended to relieve Customer of any obligation
imposed by law or contract regarding the maintenance of
records or from employing adequate audit, accounting, and
review practices as are customarily followed by similar
businesses. Customer agrees to retain and provide to the
Bank, upon request, all information necessary to remake or
reconstruct any deposit, transmission, file, or entry until ten
business days following receipt by the Bank of the deposit,
file, entry, transmission, or other order affecting an account.
23. Termination. Customer may cancel one or all of the
System Services at any time by providing the Bank with
written notice.  Except as specifically provided herein,
Customer’s access to the System, or the requested Service,
will be disabled within three business days of the Bank’s
receipt of Customer’s instructions to cancel the Services.
Customer agree, however, that Customer shall remain
responsible for all outstanding fees and charges incurred prior
to the date of cancellation, as well as all funds transfers,
payment orders, instructions, and System Services effected by
Customer or User, and any other obligation that arises prior to
the effective date of the termination, as well as any fixed
payment made by the Bank on Customer’s behalf before the
Bank has a reasonable opportunity to act on Customer’s
termination notice.

The Bank may terminate or limit access to the System or the
System Services for any of the following reasons: (a) without
prior notice, if Customer has insufficient funds in any one of
its accounts accessible by the System (System Services may
be reinstated, in the Bank’s sole discretion, upon three
business days’ notice); (b) without prior notice if the
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confidentiality of Customer’s password is compromised; (c)
without prior notice, if the Bank believe that an unauthorized
transaction has taken or may take place involving any of the
accounts or the Services; (d) without prior notice if the
Customer does not contact the Bank to designate a new
Primary Checking Account immediately after Customer closes
its Primary Checking Account; (e) without prior notice if
Customer becomes insolvent or the subject of a bankruptcy,
receivership, or dissolution proceeding; (f) without prior
notice in the event of a material breach by the Customer of
this Agreement; and (g) upon reasonable notice, for any other
reason or for no reason in the Bank’s sole discretion.
Additionally, Bank reserves the right to cancel the Services
immediately if there is no log-in to the Services for more than
six (6) consecutive months.
24, Notices. Unless this Agreement provides otherwise (i.e.
that notice must be in writing), Customer may communicate
with the Bank in any one of the following ways:
Email: treasurymanagement(@calprivate.bank
Telephone: 619-437-1000
Facsimile: 858-875-9005
In Person or Postal Mail:
CalPrivate Bank
9404 Genesee Avenue, Suite 100
La Jolla, CA 92037
The addresses noted above may be changed by the Bank by
notifying Customer of the changed address. A notice that
must be provided in writing shall be delivered in person or by
express carrier, sent by facsimile, or sent by United States
registered or certified mail and is deemed given when
received. Customer agrees that any notice or other type of
communication provided pursuant to the terms of this
Agreement, and any future disclosures required by law,
including electronic funds transfer disclosures, may be made
electronically by posting the notice on the System website or
by email and shall be deemed given when sent or posted.
Customer agrees to notify the Bank immediately of any
change in its email address. The Customer will hold the Bank
harmless from any consequences, including financial loss,
resulting from Customer’s failure to notify Bank of the change
in Customer’s mailing or e-mail address. Except as otherwise
expressly provided herein, the Bank shall not be required to
act upon any notice or instruction received from the Customer
or any other person, or to provide any notice or advice to the
Customer or any other person with respect to any matter.
25. Online Bill Payment Service. This Service allows
Customer to make payments to others (the “Bill Pay Service”).
Customer may use the Bill Pay Service, iPay, to direct the
Bank to make payments from designated account(s) to a
payee. As used in this Section 25, the term “payee” is any
individual, business, or merchant Customer designates as the
recipient of a payment, including financial institutions. If
Customer is enrolled in the Bill Pay Service, the terms and
conditions of this Section 25 form part of this Agreement.
a. How to Set Up Payees and Payments. By completing
a bill pay enrollment form, Customer may add a new payment
(fixed or recurring) to a payee only if the payee is listed as an
authorized payee at iPay. Most other additions, deletions, or




changes can be made in writing or by using the Bill Pay
Service. If Customer wants to add a new payee, use the “Pay a
bill/person” menu. A newly added payee may not be available
until it has been verified and accepted by the Bank. Each new
payee accepted by the Bank will be assigned a payee code;
however, the Bank reserves the right to refuse the addition of a
payee for any reason.

Customer may pay almost anyone but there are several
restrictions: 1) the payee/merchant must be located in the
United States; 2) payments may not be remitted to tax
authorities or government and collection agencies; 3)
payments may not be remitted to Security/Investment
companies such as Ameritrade for stock purchases or trade
taxing authorities and 4) payments may not be directed to
Court directed payees such as alimony, child support, or other
legal debts. The Bank will not be responsible if a bill payment
cannot be made due to incomplete, incorrect, or outdated
information provided by Customer regarding a payee or if the
payment is rejected or reversed for cause (see below) or if
attempt to pay a payee that is not on Customer’s “Authorized
Payee List.”

b. The Bill Paying Process.

(i) Single Payments.  Any payment(s) will be
processed on the business day that Customer designates as the
payment’s process date, provided the payment is submitted
prior to the Bill Pay Cut-Off set forth in Section 17 of that
date. A single payment submitted after the cut-off time on the
designated process date will be processed on the following
business day. If Customer designates a non-business day as
the payment’s process date, the payment will be processed on
the first business day following the designated process date.
The Bank reserves the right to change the cut-off time as
necessary and to provide notice to Customer of the change.

(i1) Recurring Payments. When a recurring payment
is processed, it is automatically rescheduled by the system.
Based upon Customer’s selected frequency settings for the
payment, a process date is calculated for the next occurrence
of the payment. If the calculated process date is a non-business
day, it is adjusted based upon the following rules: If the
recurring payment’s ‘“Pay Before” option is selected, the
processing date for the new occurrence of the payment is
adjusted to the first business date prior to the calculated
processing date; If the recurring payment’s “Pay After” option
is selected, the processing date for the new occurrence of the
payment is adjusted to the first business date after the
calculated processing date. NOTE: If Customer’s frequency
settings for the recurring payment specify the 29th, 30th, or
31st as a particular day of the month for processing and that
day does not exist in a particular month, then the last calendar
day of that month is used as the calculated process date.
Electronic payments will occur in 2-4 days. For payments
made by check, depending on where the payee resides, to
reach the payee Customer must allow at least 4-8 days, prior
to the due date as delivery will depend on US Mail. Any bill
payment can be changed or canceled, provided Customer
accesses the Bill Pay Service prior to the cut-off time on the
business day prior to the business day the bill payment is
going to be initiated.
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c. Rejection or Reversal of Payments. Customer agrees
to have available and collected funds on deposit in the account
Customer designates in amounts sufficient to pay for all bill
payments requested, as well as any other payment obligations
Customer has to the Bank. The Bank reserves the right to,
without liability, reject or reverse a bill payment if Customer
fails to comply with this requirement. If Customer does not
have sufficient funds in the account and the Bank has not
exercised its right to reverse or reject a bill payment, 